MINISTERIO DA EDUCACAO
FUNDACAO UNIVERSIDADE FEDERAL DO AMAPA

PORTARIA N° 0202/2026
O REITOR DA UNIVERSIDADE FEDERAL DO AMAPA, no uso de suas

atribuicdes legais, regimentais e estatutarias, considerando o que consta nos autos
do processo n° 23125.027144/2025-69, de 18/11/2025.

RESOLVE:

Art. 1° - Aprovar a Politica de Privacidade e Protecdo de Dados Pessoais da
Universidade Federal Do Amapa (UNIFAP). Abaixo, segue 0 anexo com a minuta.

Art. 2° - Esta Portaria entra em vigor na data de sua publicacéo.

DE-SE CIENCIA, PUBLIQUE-SE E CUMPRA-SE.

Reitoria da Fundacgéo Universidade Federal do Amapa
Homologado em 16/01/2026 por 1216372 - JULIO CESAR SA DE OLIVEIRA, com
as atribuicdes conferidas pelo(a) Decreto Presidencial de 21/10/2022, publicado no
DOU n° 202, secéo 2, pagina 1, de 24/10/2022.



MINISTERIO DA EDUCACAO
FUNDACAO UNIVERSIDADE FEDERAL DO AMAPA

ANEXO |

Art. 1°. Fica instituida a Politica de Protecdo de Dados Pessoais da UNIFAP, com a
finalidade de estabelecer principios e diretrizes para a implementacdo de acdes que
garantam a protecdo de dados pessoais, € no que couber, no relacionamento com

outras entidades publicas ou privadas.

Art. 2°. Esta Politica de Protecdo de Dados Pessoais aplica-se a todas as unidades
organizacionais da UNIFAP, e devera ser observada por todos os servidores publicos,
estudantes, contratados, estagiarios, terceirizados, pesquisadores e demais individuos
gue, direta ou indiretamente, realizam o tratamento de dados pessoais pela UNIFAP ou
em nome dela, por meio da assinatura de Termo de Responsabilidade, para acessar 0s

ativos de informacéo sob responsabilidade da UNIFAP.

Art. 3°. A aplicagdo desta Politica sera pautada pelo dever de boa-fé e pela observancia
dos principios previstos no art. 6° da Lei n° 13.709, de 14 de agosto de 2018 (Lei Geral
de Protecdo de Dados Pessoais ? LGPD).

CAPITULO | - DAS DISPOSICOES GERAIS

Art. 4° Para os fins desta Politica, consideram-se as definicbes estabelecidas na LGPD

e detalhadas nos anexos desta Politica, incluindo, mas nao se limitando a:
l.
dado pessoal: informacdo relacionada a pessoa natural identificada ou

identificavel, exemplo: nome, sobrenome, data de nascimento, carteira nacional
de habilitacdo, Carteira de trabalho, passaporte, titulo de eleitor, cadastro de
pessoa fisica ? CPF, cédula de identidade, endereco residencial ou comercial,
email, idade, estado civil e situagdo patrimonial, nimero de celular, entre

outros;

dado pessoal sensivel: dados que devem receber tratamento diferenciado que
tratam sobre origem racial ou étnica, convic¢des religiosas, opinido politica,
filiacdo a sindicato ou a organizacé@o de carater religioso, filoséfico ou politico,
dado referente a satde ou a vida sexual, dado genético ou biométrico, quando

vinculado a uma pessoa nhatural.
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V.

VI.

VII.

VIII.

XI.

XIl.

XIII.

XIV.

XV.

tratamento de dados: toda operacdo realizada com dados pessoais, como
coleta, producéo, recepcdo, classificacdo, utilizacdo, acesso, armazenamento,

eliminacao, entre outros.

controlador: a Universidade Federal do Amapa atua como Controladora dos
Dados Pessoais, sendo representada pela autoridade com poder decisério

sobre o tratamento desses dados.

operador: é a pessoa ou entidade, publica ou privada, que realiza o tratamento

de dados pessoais em nome do controlador.

Encarregado: pessoa indicada para atuar como canal de comunicagéo entre o
controlador, os titulares dos dados e a Agéncia Nacional de Prote¢cdo de Dados
(ANPD).

anonimizagdo: processo pelo qual um dado perde a possibilidade de

associacéo, direta ou indireta, a um individuo.

banco de dados: conjunto estruturado de dados pessoais, estabelecido em um

ou em varios locais, em suporte eletrdnico ou fisico, da Reitoria e dos Campi.

titular: pessoa natural a quem se referem os dados pessoais que sao objeto de

tratamento;

relatério de impacto a protecéo de dados pessoais ? RIPD: a documentagéo do

controlador que contém a descricdo dos processos de tratamento de dados

pessoais

que podem gerar riscos as liberdades civis e aos direitos fundamentais, bem

como

medidas, salvaguardas e mecanismos de mitigacao de risco;

Autoridade Nacional de Protecdo de Dados: 6rgdo da administracdo publica
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responsavel por zelar, implementar e fiscalizar o cumprimento da Lei Geral de

Protec&o de Dados, na qual esta politica é baseada;

Art. 5° As atividades de tratamento de dados pessoais deverdo observar a boa-fé e os

seguintes principios, conforme a LGPD:

VI.

VII.

VIILI.

Finalidade: realizacdo do tratamento para propésitos legitimos, especificos,
explicitos e informado ao titular, sem possibilidade de tratamento posterior de

forma compativel com essas finalidades;

Adequacéo: compatibilidade do tratamento com as finalidades informadas ao

titular, de acordo com o contexto do tratamento;

Necessidade: limitacdo do tratamento ao minimo necessario para realizagdo de
suas finalidades, com abrangéncia dos dados pertinentes, proporcionais e nao

excessivos em relagdo as finalidades do tratamento de dados;

Livre acesso: garantia, dos titulares, de consulta facilitada e gratuita sobre a
forma e a duracdo do tratamento, bem como sobre a integralidade de seus

dados pessoais;

Qualidade dos dados: garantia, aos titulares, de exatidao, clareza, relevancia e
atualizacéo dos dados, de acordo com a necessidade e para o cumprimento da

finalidade de seu tratamento;

Transparéncia: garantia, aos titulares, de informacdes claras, precisas e
facilmente acessiveis sobre a realizagdo do tratamento e 0s respectivos

agentes de tratamento, observados os segredos comercial e industrial;

Seguranca: utilizacdo de medidas técnicas e administrativas aptas a proteger
dados pessoais de acessos ndo autorizados e de situacbes acidentais ou

ilicitas de destruicdo, perda, alteracao, comunicacao ou difusao;

Prevencéo: adocdo de medidas para prevenir a ocorréncia de danos em virtude

de tratamentos de dados pessoais;

N&o discriminagdo: impossibilidade de realizagdo do tratamento para fins

discriminatdrios ilicitos ou abusivos;
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Responsabilizagdo e prestacdo de contas: demonstracdo, pelo agente, da
adocdo de medidas eficazes e capazes a observancia e o cumprimento das
normas de protecdo de dados pessoais e, inclusive, da eficacia dessas

medidas.

Art. 6° Sao objetivos da Politica de Protecdo de Dados Pessoais:

l.
estabelecer medidas eficazes para o cumprimento das normas de protecéo de

dados pessoais e demonstrar a eficacia das mesmas;

estabelecer revisées de processos com o0 objetivo de aferir a diminuicdo ou

aumento de riscos que envolvem o tratamento de dados pessoais;

Il.
promover a administracdo dos dados pessoais coletados e tratados, em

gualguer meio, fisico ou digital, custodiados ou sob orientacdo direta ou

indireta da UNIFAP, de acordo com as diretrizes especificadas;

estabelecer a necessidade de criar e manter um registro de todas as operacgdes

de tratamento de dados pessoais realizados;

promover a adequada gestao do tratamento dos dados pessoais;

VI.
promover a criagdo de programas de treinamento e conscientizacdo para que
0s colaboradores entendam suas responsabilidades e procedimentos na
protecéo de dados pessoais;

VII.

promover a formulacao regras de seguranga, de boas préticas e de governanga
com objetivo de definir procedimentos e outras agdes referentes a privacidade e

protecdo de dados pessoais;

Art. 7° A UNIFAP registrara e gravara as preferéncias e navegacdes realizadas nas
respectivas paginas para fins estatisticos e de melhoria dos servigos ofertados, através

de arquivos (cookies), respeitando o consentimento do titular.

Art. 8° S&o responsabilidades da UNIFAP:

l.
atender ao disposto nos normativos e publicacbes da Agéncia Nacional de

Protecdo de Dados Pessoais (ANPD) que disciplinam o tratamento e a
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governanca dos dados pessoais;

elaborar, quando couber, o Relatério de Impacto de Protecdo de Dados
Pessoais (RIPD) relacionados as operacdes de tratamento, e atualiza-lo

gquando necessario;

realizar o desenvolvimento e a atualizagédo das politicas/avisos de privacidade,
que tem por finalidade o fornecimento de informacfes sobre o tratamento de
dados pessoais em cada ambiente fisico ou virtual, bem como, especificar as
medidas de protecdo de dados adotadas para salvaguardar esses dados

pessoais.

CAPITULO Il - TRATAMENTO DE DADOS PESSOAIS

Art. 9°. AUNIFAP trata dados pessoais necessarios ao cumprimento de suas atividades

de ensino, pesquisa, extensdo, inovagdo, assisténcia estudanti e de gestdo

administrativa, bem como para o cumprimento de sua missdo e demais obrigacdes

decorrentes da legislacdo federal, regulamentos e determinacdes de autoridades e

orgaos reguladores e de controle, podendo ser classificados como:

dados cadastrais: nome, nome social, sexo, RG, CPF, data de nascimento,
titulo de eleitor, carteira de reservista, carteira de motorista, passaporte, PIS,
matricula, dispositivos de identificagdo sem fio e sem contato e demais dados

cadastrais;

dados de contato: nimero de telefone, nUmero de celular, endereco de e-mail e
endereco residencial completo, contato de emergéncia e demais dados de

contato;

dados financeiros: banco, agéncia e conta corrente, bolsas, auxilios,

remuneracgao, proventos, retribuicdo pecuniaria e demais dados financeiros;

dados relacionados a vida escolar: escolaridade, nota Enem, Histérico Escolar
do ensino infantil, fundamental, médio, técnico, superior, diploma de graduacgéo
ou certificado de conclusdo de curso, certificado de conclusdao de
especializagdo e/ou residéncia, diploma de mestrado, diploma de doutorado,
certificado de pos-doutorado, certificado de cursos de curta duragdo e demais

dados escolares;
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V.
dados de saude: situacao vacinal, atestados médicos, dados relacionados as

acOes de atendimento em saude, como exames, consultas, anamneses, acdes

de cuidado com a salde e demais dados de saude;

VI.
dados socioecondmicos: renda pessoal, renda familiar, beneficio em programas

sociais, cadastro em Programas do Governo Federal, tipo de residéncia, meio

de transporte e demais dados socioeconémicos;

VII.
dados étnicos, religiosos e culturais: raga, etnia, religido, cor, proficiéncia em

linguas e demais dados étnicos, religiosos e culturais

VIII.
dados biométricos: caracteristicas biol6gicas e comportamentais mensuraveis

da pessoa natural que podem ser coletadas para reconhecimento

automatizado, tais como a palma da mao, as digitais dos dedos, a retina ou a

iris dos olhos, o formato da face, a voz e imagens e demais dados étnicos,

religiosos e culturais; e

outros dados pessoais e dados pessoais sensiveis.

Art. 10. As unidades organizacionais da UNIFAP devem adotar mecanismos para que
os titulares de dados pessoais usufruam dos direitos assegurados pela LGPD e

normativos correlatos.

Art. 11. O tratamento de dados pessoais sensiveis deve ocorrer somente nos termos da
secao Il do capitulo Il da LGPD e sao estabelecidos procedimentos de seguranca no

tratamento destes dados conforme orientagdes da LGPD e demais normativos.

Art. 12. O tratamento de dados pessoais de criancas e de adolescentes deve ser
realizado nos termos da secdo Il do capitulo Il da LGPD, bem como, pode ser
realizado com base nas hip6teses legais previstas no art. 7° ou no art. 11 da mesma lei,
desde que observado e prevalecente o seu melhor interesse, a ser avaliado no caso

concreto, nos termos do art. 14 da Lei.

Art. 13 O tratamento de dados pessoais devera ser realizado para o atendimento de
sua finalidade publica, com o objetivo de executar as competéncias legais ou cumprir
as atribuicdes legais do servigo publico, desde que sejam informadas as hipéteses em
que, no exercicio de suas competéncias e/ou atribui¢cbes, realizam o tratamento de
dados pessoais, fornecendo informacdes claras e atualizadas sobre a previsdo legal, a

finalidade, os procedimentos e as praticas utilizadas para a execucdo dessas
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atividades.

§ 1° Os dados pessoais deverdo ser mantidos em formato interoperavel e estruturado
para o uso compartilhado, com vistas a execucao de politicas publicas, a prestacdo de
servicos publicos, & descentralizacdo da atividade publica e a disseminagdo e ao

acesso das informacdes pelo publico em geral.

§ 2° Caso ocorram mudancas na finalidade para o tratamento de dados pessoais, nao
compativeis com as hip6teses legais para tratamento desses dados pela Universidade,

devera ser solicitado o consentimento do titular dos dados.

§ 3° Devera ser garantida, sempre que possivel, a anonimizacdo de dados pessoais e

dados pessoais sensiveis na realizacdo de estudos ou pesquisas cientificas.

Art. 14 A UNIFAP podera compartilhar dados pessoais com érgaos publicos e entidades

externas, tais como: Ministérios, Agéncias, Fundacdes, Autarquias, Orgdos de Controle

e a Rede Nacional de Ensino e Pesquisa, bem como para atender determinacdo

judicial.

Paragrafo Unico: O compartilhamento com entidades privadas é vedado, exceto em
casos de execugcdo descentralizada de atividade publica, previsdo legal, ou
instrumentos congéneres com observancia da LGPD.

Art. 15. O uso compartilhado de dados pessoais deve ocorrer em estrita observancia ao
art. 26 da LGPD.

Paragrafo Unico. As operacbes remanescentes de uso compartilhado de dados devem

seguir o disposto no Art. 27 da LGPD.

Art. 16. A transferéncia internacional de dados pessoais deve observar o disposto no
Capitulo V da LGPD.

CAPITULO Ill - CONSCIENTIZACAO, CAPACITACAO E SENSIBILIZACAO

Art. 17. Os servidores da UNIFAP, com acesso a dados pessoais, devem participar de
programas de conscientizacdo, capacitacdo e sensibilizacdo em matérias de
privacidade e protecdo de dados pessoais, objetivando adequar o tema aos seus

papeis e responsabilidades.
CAPITULO IV - SEGURANCA E BOAS PRATICAS

Art. 18. Considerando a necessidade de mitigar incidentes com dados pessoais,
devem ser adotadas as seguintes medidas técnicas e organizacionais de privacidade e

protecdo de dados:

l.
O acesso aos dados pessoais deve estar limitado as pessoas que realizam o

7/16



tratamento.

As fungdes e responsabilidades dos colaboradores envolvidos nos tratamentos

de dados pessoais devem ser claramente estabelecidas e comunicadas;

1.
Devem ser estabelecidos acordos de confidencialidade, termos de

responsabilidade ou termos de sigilo com operadores de dados pessoais;

Todos os dados pessoais devem estar armazenados em ambiente seguro, de

modo que terceiros ndo autorizados ndo possam acessa-los.

Nos sistemas informatizados os documentos que contenham Dados Pessoais

ou sensiveis devem estar em modo restrito.

VI.
Na utilizacdo de formularios usar somente ferramentas institucionais.

VII.
Vedado o uso de ferramentas particulares para tratamento de dados pessoais

ou sensiveis.

Art. 19. Qualquer ocorréncia de incidente de seguranca que possa acarretar risco ou
dano relevante aos dados pessoais dos titulares deve ser comunicada a Agéncia

Nacional de Protecdo de Dados (ANPD) dentro do prazo previsto pela LGPD.

Art. 20. As unidades organizacionais da UNIFAP devem manter uma base de
conhecimento com documentos que apresentam condutas e recomendacdes que
melhoram o gerenciamento de risco e orientam na tomada de decisdes adequadas em

casos de comprometimento de dados pessoais.
CAPITULO V - AUDITORIA E CONFORMIDADE

Art. 21. O cumprimento desta Politica, bem como dos normativos que a complementam
devem ser avaliados periodicamente por meio de verificagbes de conformidade,
buscando a certificacdo do cumprimento dos requisitos de privacidade e protecdo de
dados pessoais e da garantia das clausulas de responsabilidade e sigilo constantes de

termos de responsabilidade, contratos, convénios, acordos e instrumentos congéneres.

Art. 22. As atividades, produtos e servicos desenvolvidos no(a) UNIFAP devem
observar os requisitos de privacidade e protecdo de dados pessoais constantes de leis,
regulamentos, resolu¢des, normas, estatutos e contratos juridicos vigentes para

estarem em conformidade.
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Art. 23. Os resultados de cada acdo de verificacdo de conformidade devem ser

documentados em relatério de avaliagcdo de conformidade.

CAPITULO VI - FUNCOES E RESPONSABILIDADES

Art. 24. Qualquer pessoa hatural ou juridica de direito publico ou privado que tenha

interacdo em qualquer fase do tratamento de dados pessoais deve assegurar a

privacidade e a prote¢cdo de dados pessoais que trata, mesmo ap0s o término do

tratamento, observando as medidas técnicas e administrativas determinadas pela
UNIFAP.

Art. 25. Compete ao Comité de Prote¢éo de Dados Pessoais (CPDP):

Art. 26.

por:

promover a prote¢do de dados pessoais e a adequacao da UNIFAP a LGPD;

constituir grupos de trabalho para tratar de temas e propor solucfes especificas

sobre protecdo de dados pessoais;

participar da elaboracdo da Politica de Protecdo de Dados Pessoais e das
demais normas internas de privacidade e protecédo de dados pessoais, além de

propor atualizacBes e alteracfes nesses dispositivos;

a responsabilidade por gerenciar a implementacdo da LGPD dentro da

organizacao e a administrac@o da Politica de Protecéo de Dados Pessoais

incentivar a conscientizacdo, capacitacdo e sensibilizacdo das pessoas que
desempenham qualquer atividade de tratamento de dados pessoais dentro da
UNIFAP.

O Comité de Protecéo de Dados Pessoais (CPDP) é constituido no minimo

gestor de Seguranca da Informacéo;

o encarregado pelo tratamento de dados pessoais;

um representante da PROAD,;

um representante do NTI;
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um representante da PROJU;

VL.
um representante da OUVIDORIA,

VILI.
um representante da unidade de controle interno;

VIIL.
um representante da PROGEP;

um representante da PROPLAN.

Art. 27. A presidéncia do Comité de Protecédo de Dados Pessoais (CPDP) sera exercida

pelo encarregado da UNIFAP.

§ 1° Os membros desse comité terdo mandato de 1 (um) ano, podendo ser

reconduzidos por igual periodo.

§2° Este comité tera reunido em carater ordinario, a cada 3 (trés) meses e,

extraordinariamente, sempre que houver necessidade e convocado por seu presidente.

Art. 28. A responsabilidade pelas decisdes relacionadas ao tratamento de dados
pessoais € da UNIFAP que no exercicio das atribuicbes tipicas de controlador
determina as medidas necessarias para executar a Politica de Protecdo de Dados

Pessoais dentro de sua estrutura organizacional.

Art. 29. Compete ao controlador:
l.
observar os fundamentos, principios da privacidade e protecdo de dados
pessoais e os deveres impostos pela LGPD e por normativos correlatos no

momento de decidir sobre um futuro tratamento ou realiza-lo;

considerar o preconizado pelos art. 7°, art. 11 e art. 23 antes de realizar o

tratamento de dados pessoais;

I,
cumprir o previsto pelos art. 46 e art. 50 da LGPD buscando a protecdo de

dados pessoais e sua governanga;

indicar um encarregado pelo tratamento de dados pessoais, divulgando a
identidade e as informacdes de contato do encarregado de forma clara e
objetiva, preferencialmente no sitio institucional, sendo o e-mail

encarregado.lgpd@unifap.br o canal oficial de comunicagéo.
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elaborar o inventario de dados pessoais a fim de manter registros das

operagOes de tratamento de dados pessoais;

VI.

reter dados pessoais somente pelo periodo necessario para o cumprimento da
hipétese legal e finalidade utilizadas como justificativa para o tratamento de
dados pessoais;

VII.
criar e manter atualizados 0s avisos ou politicas de privacidade, que informarao
sobre os tratamentos de dados pessoais realizados em cada ambiente fisico ou
virtual, e como os dados pessoais neles tratados sdo protegidos; e

VIII.

requerer do titular a ciéncia com o termo de uso para cada servigo ofertado,

informatizado ou ndo, que trate dados pessoais.

§ 1° E vedado qualquer tratamento de dados pessoais para fins ndo relacionados com
as atividades desenvolvidas pela organizacdo ou por pessoa ndo autorizada

formalmente pela UNIFAP.

§ 2° No ambito desta Instituicdo de Ensino Superior, o controlador de dados pessoais é
a prépria Universidade Federal do Amapa - UNIFAP, CNPJ 34.868.257/0001-81, com
sede na Rodovia Juscelino Kubitschek, Km 02, S/N, bairro Jardim Marco Zero, em
Macapa, Amapa, com o CEP 68903-419.

§ 3° As informacgdes de contato do Controlador podem ser obtidas através do e-mail

gabinete.reitoria@unifap.br.

Art. 30. Na UNIFAP, o operador é qualguer unidade organizacional representada por
sua chefia ou por um servidor formalmente designado, responséavel pelos processos
das areas finalisticas e de suporte da instituicdo, que tenha acesso aos dados pessoais

dos titulares.

§ 1° Quando terceiros realizam o tratamento em nome da UNIFAP, suas informacgfes
de contato serdo divulgadas em politica de privacidade especifica. Além disso, a
identidade do responsavel pelo tratamento deve ser divulgada de forma clara e publica,
preferencialmente no site do controlador ou da unidade responsavel.

Art. 31. O operador do processo de tratamento de dados pessoais, informado no art.
30, no exercicio de suas competéncias legais ou na execuc¢do de politicas publicas,

deve:

Elaborar e manter atualizado o inventario de Dados Pessoais, nos termos da
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VL.

Art. 32.

LGPD;

Elaborar e manter atualizado o Relatério de Impacto a protecdo de dados

pessoais, nos termos da LGPD;

Elaborar e manter atualizado o mapeamento do processo de tratamento de

dados pessoais;

Elaborar e manter atualizado o Relatério de Gestao do risco de vazamento de

dados;

Realizar o controle dos usuarios que interagem com o processo de tratamento

de dados pessoais;

Dar publicidade sobre a finalidade e a forma como o dado sera tratado em cada

processo de tratamento de dados.

E dever de todos os agentes de tratamento no ambito da Universidade Federal

do Amapé (UNIFAP):

Art. 33.

respeitar integralmente os principios e diretrizes previstos nesta Politica;

zelar pela privacidade e pela protecdo dos dados pessoais sob sua

responsabilidade;

abster-se de acessar, utilizar ou compartilhar dados pessoais sem a devida

autorizacao ou finalidade legitima;

comunicar imediatamente ao Encarregado quaisquer incidentes de seguranga

ou indicios de violacdo a protecdo de dados.

Compete ao encarregado de protecdo de dados:

receber reclamacdes e comunicacdes dos titulares, prestar esclarecimentos e

adotar providéncias;

receber comunicacdes e requisicdes da ANPD e adotar providéncias;

orientar os colaboradores da organizacao a respeito das praticas a serem
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adotadas em relacdo a protecao de dados pessoais; e

executar as demais atribuicbes determinadas pelo agente de tratamento ou

estabelecidas em normas complementares.

§ 1° O Encarregado podera atuar de forma colaborativa na elaboragdo e na analise
dos Relatdrios de Impacto a Protecdo de Dados Pessoais (RIPD), com o suporte da

area de Seguranca da Informacgdo, bem como auxiliar na verificagdo da conformidade

dos processos de tratamento de dados pessoais com as seguintes politicas

institucionais:

Politica de seguranca da informacao;

Politica de controle de acesso;

Il.
Politica de criacdo e uso de senhas;

VA
Politica de copias de seguranca e restauracdo de dados;

V.
Politica de e-mail.

Art. 34 O encarregado de protecdo de dados prestara assisténcia e orientacdo ao

agente de tratamento na elaboracao, definicdo, e implementagéo de:

L.
registro e comunicacgédo de incidente de seguranca,;

registro das operacdes de tratamento de dados pessoais;

M.
relatério de impacto a protecdo de dados pessoais;

mecanismos internos de supervisdo e de mitigacdo de riscos relativos ao

tratamento de dados pessoais;

medidas de seguranga, técnicas e administrativas, aptas a proteger os dados
pessoais de acessos ndo autorizados e de situacdes acidentais ou ilicitas de
destruicdo, perda, alteragdo, comunicacdo ou qualquer forma de tratamento

inadequado ou ilicito;

VI.

13/16



VII.

VIII.

XI.

processos e politicas internas que assegurem o cumprimento da LGPD, e dos

regulamentos e orientagcdes da ANPD;

instrumentos contratuais que disciplinam questdes relacionadas ao tratamento

de dados pessoais;

transferéncias internacionais de dados;

regras de boas praticas e de governanca e de programa de governangca em

privacidade, nos termos do art. 50 da LGPD.

produtos e servicos que adotem padrbes de design compativeis com o0s
principios previstos na LGPD, incluindo a privacidade por padréo e a limitacdo
da coleta de dados pessoais a0 minimo necessario para a realizagdo de suas

finalidades; e

outras atividades e tomada de decisdes estratégicas referentes ao tratamento

de dados pessoais.

Art. 35 Compete ao agente de tratamento:

V.

prover 0s meios necessarios para o exercicio das atribuicbes do encarregado,
neles compreendidos, entre outros, recursos humanos, técnicos e

administrativos;

solicitar assisténcia e orientagdo do encarregado quando da realizagdo de
atividades e tomada de decisGes estratégicas referentes ao tratamento de

dados pessoais;

garantir ao encarregado a autonomia técnica necessdaria para cumprir suas
atividades, livre de interferéncias indevidas, especialmente na orientacdo a
respeito das praticas a serem tomadas em relacdo a protecdo de dados

pessoais;

assegurar aos titulares meios céleres, eficazes e adequados para viabilizar a

comunicagdo com o encarregado e o exercicio de direitos; e

garantir ao encarregado acesso direto as pessoas de maior nivel hierarquico
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dentro da organizacao, aos responsaveis pela tomada de decisdes estratégicas
gue afetem ou envolvam o tratamento de dados pessoais, bem como as

demais areas da organizacao.

CAPITULO VIl - CONTRATOS, CONVENIOS, ACORDOS E INSTRUMENTOS
CONGENERES

Art. 36. Os contratos, convénios, acordos e instrumentos similares atualmente em vigor,
gue de alguma forma envolvam o tratamento de dados pessoais, precisam incorporar
clausulas especificas em total conformidade com a presente Politica de Protecdo de

Dados Pessoais e que contemple minimamente:

l.
requisitos minimos de seguranca da informacao.

determinacdo de que o operador ndo processe 0s dados pessoais para

finalidades que divergem da finalidade principal informada pelo controlador.

I.
requisitos de protecdo de dados pessoais que os operadores de dados

pessoais devem atender.

V.
condi¢Bes sob as quais o operador deve devolver ou descartar com seguranga

os dados pessoais ap0s a concluséo do servigo, rescisdo de qualquer contrato

ou de outra forma mediante solicitagéo do controlador

V.
diretrizes especificas sobre o uso de subcontratados pelo operador para

execucgdo contratual que envolva tratamento de dados pessoais.

Art. 37. As unidades organizacionais da UNIFAP devem adotar medidas rigorosas com
0 proposito de assegurar que os terceiros e processadores de dados pessoais
contratados estejam plenamente em conformidade com as clausulas contratuais

estabelecidas no momento da celebracdo do acordo entre as partes envolvidas.
CAPITULO VIII - PENALIDADES

Art. 38. A¢Bes que violem a Politica de Protecéo de Dados Pessoais poderdo acarretar,
isolada ou cumulativamente, nos termos da legislacdo aplicavel, sancgbes
administrativas, civis e penais, assegurados aos envolvidos o contraditério e a ampla

defesa.

Art. 39. Casos de descumprimento desta Politica serdo registrados e comunicados a

corregedoria para ciéncia e tomada das providéncias cabiveis.
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CAPITULO IX - DISPOSICOES FINAIS

Art. 40. Os integrantes do Comité de Protecdo de Dados Pessoais (CPDP) poderédo
expedir instru¢cdes complementares, no ambito de suas competéncias, que detalharam

suas particularidades e procedimentos relativos a Protecdo de Dados Pessoais

alinhados as diretrizes emanadas pelo CPDP e aos respectivos Planos Estratégicos

Institucionais da UNIFAP.

Art. 41. As davidas sobre a Politica de Prote¢do de Dados Pessoais e seus documentos

serdo submetidas ao Comité de Protecdo de Dados Pessoais.

Art. 42, Esta politica sera revisada no a qualquer momento, a partir do inicio de sua

vigéncia.
Art. 43. Os casos omissos serdo resolvidos pela CPDP.

Art. 44, Esta politica entra em vigor na data de sua publicacao.
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